Bring Your Own Device (BYOD)

What You Need to Know
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AND THE SURVEY SAYS... -

* Smart phone users?
* Personal devices used for work?
e BYOD Policies:

— In place?

— Adequate?

- WE'RE GOING to HAVE
1o REVISIT OUR BYor
PoLICY AGAIN,




Security Issues:
Could These Really Happen?

* Lost or stolen devices.

* Family use of device — hacked.
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