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Managing cybersecurity begins with an understanding of information

technology standards and guidelines

NIST – National Institute of Standards and Technology

Provides comprehensive standards and guidelines for information technology

SANS – SANS Institute

Provides additional standards and is the largest group of cybersecurity

professionals offering training

Each industry may have unique legal requirements for information

security.

HIPAA

PCI DSS

Dodd Frank

CPNI
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