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Topics of Conversation

e Starting the Program: Mapping Out a Path
Forward

e Striking the Balance: Employee Privacy and
Effective Cyber-defense

* Finding that “Just Right”: Vendor
Cybersecurity Due Diligence

Starting the Program:
Mapping Out a Path

Forward




Concept of Cybersecurity

Cybersecurity is about keeping information
and systems safe, available and accurate.

Cyber awareness needs to be embedded in the
corporate culture and your personal use of technology.

Concept of Cybersecurity

Cybersecurity is a business problem. It is not a technical
problem. Like any business problem, cybersecurity has
legal, policy, behavior, brand/reputation and technical
implications and consequences.

The goal of a security program is to identify and manage
risk, raise awareness and support beneficial outcomes.

Do you see cybersecurity risk the same way as other
business risk?
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