®, Internal Controls and Compliance

2018 Essential Cybersecurity Law

UT Law CLE
o July 25, 2018

SJsTEPTOE BUSINESS ESSENTIALS
SOHNSON steptoe-johnson.com

Monté L. Williams Shawn A. Morgan
Emergency Response Team Cybersecurity Team
Monte.Williams@Steptoe-Johnson.com Shawn.Morgan@Steptoe-Johnson.com

304.598.8142

S sTEPTOE
JJOHNSON




What Keeps You Awake?

DUE TO
UNFORTUNAITE
CIRCUMSTANCES,
| AM AWAKE.

Cybersecurity is a garden
of mostly low-hanging fruit.




Information = SSS Power

Qoops, your files have been encrypted!

Ransomware attack
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Two Types of Cyber Incidents
e External
—(e.g., outside hackers, phishing attacks)
i ¢ Internal
—(e.g., negligent or malicious employees)
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Also available as part of the eCourse
2018 Essential Cybersecurity Law eConference
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